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1. Roadmap

The table below summarizes the functionality that the CryptoServer is expected to have at
revision n.n.n. In other words, these are milestones in the implementation of the
CryptoServer.

Thisroadmap is necessarily provisional. When some progress has been made, real dates (in
green) and projected dates (in red) will be added. Datesarein YY-MM-DD format. (We are
not unduly concerned about the Y 2100 bug.)

Because CryptoServer is dependent upon functionality which does not yet exist in other

XL attice components, this roadmap includes steps in the development of those components to
the degree necessary to support the CryptoServer. References to such components look like
node- 0. 0. 1, which representsversion 0.0.1 of XLatticesnode component.

CryptoServer tarballs (in zip format) are now being released regularly. All of the XLattice
components used by the CryptoServer are current in CVS.,

n n n date capability at this
revision number

0 0 1 04-11-01 Node can read
node

configuration file,
extracting the
NodelD and RSA
Key if they are
present, and
overlay
subdirectory and
class names
util-0.3.1:
Node, Nodel D,
Key, Overl ay;
node-0. 0. 1:
Confi gurer
and
supporting

cl asses,
Nodel npl ;
crypto-0.0.1:
RSAKey

0 0 2 04-11-07 can generate
public/private key
pair, the node's
cryptographic
identity.
node- 0. 0. 2;
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util-0.3.2:
KeyGen,

Publ i cKey;
crypto-0.0. 2:
RSAKey Gen

0 0 3 05-01-09 can get a NodelD
from a registry
server if it does
not have a
nodelD
(exchanged for
RSA public key).
util-0.3.3:

Addr ess,

EndPoi nt ,

Di gSi gner,
SigVerifier;
Accept or,
Connecti on,
Connect or,
Base64Coder,

t hr eads
crypto-0.0. 3:
Key64Coder,
RSAPubl i cKey,

Si gnedLi st

Bui | dLi st

Bui | dMaker
utility;

node-0. 0. 3:
nodereg. dient,
NodeRegSLi st ener
transport-0.0. 1:
| OSchedul er,
Schedul abl e{ Accept or, Connec
{ Accept or, Connecti on, Connec

0 0 4 05-01-09 can rewrite the
XLattice
configuration file if
changed.
node-0.0. 4

0 0 5 05-01-24 overl ay-0. 0. 1;
Dat aKeyed,
NaneKeyed,
nanekeyed/ Di skByNane
htt pd-0. 0. 1:
Ht t p{ C, S} Li st ener

0 0 6 05-01-30 httpd-0.0. 1:
Si t eLi st
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10

11

12

05-01-31

05-02-02

05-02-15

05-03-11

05-09-22
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overl ay-0.0. 1:
nanekeyed/ Nane2Hash,
dat akeyed/ MentCache

working
CryptoServer
running from
cache

non-blocking,
caching HTTP/0.9
GET
CryptoServer
release limited to
a single site

htt pd-0. 0. 2:

parsi ng and
constructing

HTTP/ 1.1 GET,

HEAD,

Ful | Request / Response

htt pd-0. 0. 3:
fully tested
multi-site
CGETs

overl ay-0. 0. 2:
Di skCache,

Fl at Di sk

util-0. 3. 4:
fixed bugs in
util.threads,
added
util.context
corexm -0. 3. 2:
context.*

depr ecat ed
overl ay-0.0. 3:
nods to use
new
util.threads
API|

ht t pd- 0. 0. 4:
m nor fixes

util-0.3.5:
tenpl ate. *
crypto-0.0.5:
transport-0
overl ay-0. 0.
node- 0. 0. 6:

0. 3:
4:
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htt pd-0. 0. 5:
prelimnary
POST,

tenpl at es

htt pd-0. 0. 5:
POST and

t enpl at es;

Ht t pEcho
(server),

Ht t pVi ew
(client side)
secure caching
Cryptoserver
release

ht t pd- 0. 0. 6,
HttpSListener
with filtering
overl ay-0.0. 3:
rudi mentary
Dat aNet

over |l ay-0. 0. 4:
Di sk256x16,
Filter

secure, caching,
filtering
CryptoServer
release
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